
This information was distributed by the law firm of Barack Ferrazzano Kirschbaum & Nagelberg LLP, 200 West Madison Street, Suite 3900, Chicago, 
Illinois 60606, T. 312.984.3100, as a general source of information and does not constitute an opinion or legal advice and does not create an attorney-
client relationship with readers. This information may constitute attorney advertising material in some jurisdictions. Any tax advice contained in this 
informational material was not intended to be used, and cannot be used, by you (or any other taxpayer) to avoid penalties under the Internal Revenue 
Code of 1986, as amended.

© 2016 Barack Ferrazzano Kirschbaum & Nagelberg LLP, Chicago, IL. All rights reserved.

bfkn.com/fig

John E. Freechack

Dennis R. Wendte

John M. Geiringer

Robert M. Fleetwood

Joseph T. Ceithaml

Karol K. Sparks

J. Brent McCauley

Stanley F. Orszula

Andrea L. Sill

T. 312.984.3223

T. 312.984.3188

T. 312.984.3217

T. 312.629.7329

T. 952.500.9991

T. 312.984.3186

T. 312.629.5129

T. 312.629.7438

T. 312.629.7371

john.freechack@bfkn.com

dennis.wendte@bfkn.com

john.geiringer@bfkn.com

robert.fleetwood@bfkn.com

joseph.ceithaml@bfkn.com

karol.sparks@bfkn.com

brent.mccauley@bfkn.com

stanley.orszula@bfkn.com

andrea.sill@bfkn.com

Financial Institutions Group Key Contacts

Contact us to develop a training program and schedule tailored to the specific needs 

of your board of directors.

Tailored Director Training Programs

Cybersecurity: New Director Responsibilities

Many boardrooms struggle with incorporating, maintaining and securing new technology 

in their banking operations. An increasing number have directors with professional 

technology experience. With hacking attempts occurring with increasing frequency, 

and many going undetected, it is incumbent for every board to better understand 

cybersecurity risks and how to address them. Our director training presentation titled 

“Cybersecurity: New Director Responsibilities” includes the following topics:

• Identification of Highest Cyber-Risk Assets

• Threat Assessment

• Detection

• Incident Response

• Employee Training

• Third-party Management

• Insurance


